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login as: 

 

 admin

ssh -l admin 192.168.30.222

Password 

http://www.chiark.greenend.org.uk/~sgtatham/putty/
http://www.ssh.com/
http://www.netspace.org/ssh
http://www.openssh.org/


 

 admin

 

 

 

 



 

 

 

 

 ? 

 | 

 

 

 

 

 Admin Port > 

Conf. Admin Port > Config >



 

 

admin > Config > Network > interface ipauto none ip 

192.168.151.12 mask 255.255.255.0 gw 192.168.151.1 mode 

auto



admin 

admin >

 admin > help

 admin > config > network



 

 

 



interface [ipauto <none|dhcp>] [ip <ipaddress>] [mask 

<subnetmask>] [gw <ipaddress>] [mode <mode>]

Set/Get ethernet parameters

ipauto <none|dhcp> IP auto configuration (none/dhcp)

ip <ipaddress> IP Address

mask <subnetmask> Subnet Mask 

gw <ipaddress> Gateway IP Address

mode <mode> Set Ehternet Mode 

(auto/10hdx/10fdx/100hdx/100fdx/1000fdx)

Admin > Config > Network > interface ipauto none ip 

192.16.151.12 mask 255.255.255.0 gw 192.168.51.12 mode 

auto



name [devicename <devicename>] [hostname <hostname>]

devicename <devicename>   Device Name

hostname   <hostname>     Preferred host name (DHCP 

only)

Admin > Config > Network > name devicename My-KSX2

Ipv6_interface mode enable ipauto none ip 

2001:db8:290c:1291::17 prefixlen 128 gw 

2001:db8:290c:1291::1



 

 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 



 

 

 

 

 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 



 

 

 

 

 

 

 







 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 



 

 

 



guest_user@administrator-desktop:~$ ls -l /dev/sr0

brw-rw----+ 1 root cdrom 11, 12-03-2010 11:52 /dev/sr0

 

guest_user@administrator-desktop:~$ getfacl -a /dev/sr0

getfacl: Removing leading '/' from absolute path names

# file: dev/sr0

# owner: root

# group: cdrom

user::rw-

user:guest_user:rw-

group::rw-

mask::rw-

other::---



guest_user@administrator-desktop:~$ ls -l /dev/sdb1

brw-rw---- 1 root disk 8, 17 12-03-2010 12:02 /dev/sdb1

guest_user@administrator-desktop:~$ ls -l /dev/sdb1

brw-rw---- 1 root disk 8, 17 12-03-2010 12:02 /dev/sdb1

&gt;  getfacl -a /dev/sdb1

getfacl: Removing leading '/' from absolute path names

# file: dev/sdb1

# owner: root

# group: disk

user::rw-

group::rw-

other::---

root@administrator-desktop:~# chmod 664 /dev/sdb1

root@administrator-desktop:~# ls -l /dev/sdb1

brw-rw-r-- 1 root disk 8, 17 12-03-2010 12:02 /dev/sdb1

 

 

 

 



root@administrator-desktop:~# chmod 664 /dev/sdb1

root@administrator-desktop:~# ls -l /dev/sdb1

brw-rw-r-- 1 root disk 8, 17 12-03-2010 12:02 /dev/sdb1
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admin > connect <port number>

 

admin > connect 1.1

 

admin > connect "DSAM Port 1"

admin > [portname] > clearhistory

admin > [portname] > close, quit, q

admin > [portname] > gethistory

admin > [portname] > getwrite

admin > [portname] > return

admin > [portname] > sendbreak

admin > [portname] > writelock

admin > [portname] > writeunlock



admin > [portname] > powerstatus

admin > [portname] > powertoggle

admin > [portname] > poweron

admin > [portname] > poweroff

admin > [portname] > powercycle

admin > 

listports

admin > config > port 

keywordlist

 

 

 

keyworddelete  

 

config port
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 history - 

 logout - 

 quit - 

 help 
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